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As an owner of two PMMIS External User Groups, I have been asked to remind all 
external users of the need to re-certify by March 31.  Below I have attached the 

ISD Data Security email, February 28, 2007 that was sent to each Health Plan and 
Program Contractor.  Identified in red are the contact people AHCCCS ISD 

notified in the email as the point of contact for each Contractor.  
I have been notified by ISD that of the 41 external Reinsurance users I have 32 

that have not recertified. 
 
 
 
 
From: ISD Data Security 
Sent: Wednesday, February 28, 2007 3:10 PM 
To: Antonio Estrada – Pima; Brenda Natsyn – San Carlos Apache; Brian Lensch – 

DES/DDD; Carolyn McMahon – DES FAA (CarolynMcMahon@azdes.gov); Cynthis 
Layne – CRS; Darren Shaffer – HMS; Donna Dante – Native Health; Dursthoff, Clay 
(HAPA); Emelia Soqui – Pascua Yaqui; Escobedo, Ronnie; Ethen Schweppe – 
Health Choice; Francine Pechnik – Evercare Select; Hernandez, Ray; Himes, Margo; 
Inez Baribeau – HS; ISD Data Security; Jean Willis – Yavapai; Jean-Marie Warner – 
University; Jerri Gray – HS; Jerry Citrowske – CMDP – DES – DDD; Joey Zepeda – 
SCAN; Joni Jim – Tohono O Odam ; Julie Bubul – Pinal Gila LTC; Julie Prodell – 
Pima; Kaaren Iverson – Brideway; Karen Kalthoff – Pima; Kathy Eskra – Mercy Care; 
Kathy Gibbs – Maricopa; Kevin Gibson – BHS; Leon Nuvayestewa – Hopi; Lisa 
Ohton – Care 1st; Maria Perez – DOC; Mary Gomez – Cochise; Maureen Giacomini – 
Cochise Health; Melissa Duram – Mercy Care; Michelle Drew – EverCare; Michelle 
Foster – Phoenix Health Plan; Mimi Buchanan – Gila River; Morley, Sheila; Nancy 
Butler – DES; Patti Church – White Mountain Apache; Peers, Patricia; Ratterree, 
Brent; Richard Skinner – AGO; Rodriguez, Celia; Rosanne Arnold – DES; Sanders, 
Carol; Sandy Jones – APIPA; Scott Early – Bridgeway; Sharon Jackson – Yavapai 
County LTC; Stacy Mobbs – DHS; Susan Murphy – Pinal; Tam Pham – SCAN; Toni 
Miller – Navajo; Vega, Victoria 

Subject: 2007 AHCCCS Re-Certification Process – External Users  

 
 
 

PMMIS 
RE-Certification 



 
AHCCCS RE-CERTIFICATION PROCESS 

 
Federal, State, and Agency policy require that all users of AHCCCS computer systems complete an 
annual re-certification process. This process begins today and runs through the month of March. All 
users of the AHCCCS PMMIS mainframe application and electronic data must re-certify by March 
31st in order to maintain their existing access. Failure to complete re-certification within this time 
frame will result in the user’s PMMIS computer account being disabled on April 1st.  
 
The re-certification process will consist of connecting to an AHCCCS website via the Internet, 
logging in (authenticate) to the re-certification server using your AHCCCS PMMIS mainframe ID 
and last name, viewing a short 10 minute online CBT (Computer Based Training) on data security, 
reading a current electronic version of the AHCCCS User Affirmation Statement, and clicking an “I 
Agree” or “I Disagree” button. Choosing to disagree will result in loss of access to the AHCCCS 
PMMIS mainframe application and electronic data. 
 
For this external re-certification process, internal AHCCCS PMMIS security group owners will 
maintain contact and monitor the progress of the external entities that they normally interact with. 
These internal AHCCCS security group owners are your normal AHCCCS contacts to whom you send 
User Access Request forms and User Affirmation Statements for new employees. 
 
This re-certification process is specific to AHCCCS computer systems and is required in addition to 
the DES re-certification which was just completed by users of that agencies mainframe 
applications.   
 
A brief step by step description of the re-certification process is included below. On screen, 
instructions are clear and easy to follow. 
 

1. Read the initial Instructions page and then click on the “Next” button in the lower left 
corner of the screen.  
 

2. Enter your PMMIS mainframe ID (for example, ACABC12) in the “User ID” field and your 
last name in the “Last Name” field. Click the “Submit” button. If you misspell either field, 
you will receive an “Unknown ID” message. Follow the on screen instructions to try again. If 
you received an AHCCCS PMMIS mainframe ID after 02/08/07, you will also receive an 
“Unknown ID” message. Users who receive this message because their PMMIS ID was 
created after 02/08/07 do not need to re-certify.     
  

3. Review the displayed “AHCCCS Security Awareness Training” CBT using the navigation 
buttons located in the lower right corner. 
 

4. Click the “View AHCCCS User Affirmation Statement” button on the last page of the CBT.  
 

5. Read the User Affirmation Statement and acknowledge your agreement or disagreement by 
clicking on the appropriate button at the bottom of the screen.  
 



6. After agreeing, you will see a message that states, “Thank You – Your selection has been 
recorded.” This completes the process and you can now click the “Exit” button or simply 
close your browser window.  

 
 
            Click on this link to begin.  http://www.azahcccs.gov/UASExternal/Default.aspx 
 
 
External security contacts who normally submit security paper work for new employees may contact 
us with any questions or concerns relating to the process and may contact their AHCCCS security 
Group Owner for information on how their users are progressing in terms of percentage complete. 
Thank you.  
 
Note: AHCCCS ISD Data Security will no longer accept the old version of the User Affirmation 
Statement. Please destroy old copies and use the new form, which has a revision date of January 
2007. The new AHCCCS User Affirmation Statement (02-002F) can be found here: 
http://www.ahcccs.state.az.us/PlansProviders/Forms.asp 
 
 

 
TPL Change in Web Address  
 
The website for updating AHCCCS recipient’s Third Party Liability information can 
be report at the web: https://cmts.hmsy.com/tplreferrals  

 
 
 
 
 
 
 
 
 



 
 
 
 
 
 

 
 
Changes to Covered Services for factor  
Please note the changes for the PCH H.O.P.E. factor coverage. Each quarter the 
new pricing, NDC, and unit changes will be available for review. Listed are the first 
quarter changes.  This web link will take you to the quarterly pricing schedule. 
http://www.ahcccs.state.az.us/RatesCodes/FFS/HemophiliaPricing01070307.asp 
To review previous quarters http://www.ahcccs.state.az.us/RatesCodes/ scroll 
down to Hemophilia Factor.   
 
New NDC Code Coverage 
64193022205 64193022205 FEIBA VH IMMUNO 1,75             04/01/2006 09/30/9999 
00944294010 00944294010 ADVATE 1,800-2,200 U   07/01/2006 09/30/9999 
00944293502 00944293502 HEMOFIL M 401-800 UN   07/01/2006 09/30/9999 
00944293503 00944293503 HEMOFIL M 801-1,700     07/01/2006 09/30/9999 
00944293504 00944293504 HEMOFIL M 1,701-2,00    07/01/2006 09/30/9999 
 
NDC Code Coverage End dated 
00944058101 00944058101 PROPLEX T 300-1200U                  10/01/2005 12/31/2006 
 
 
 
 



 
 

“H405 DOS Cannot Span Contract Years” 
 

A review of the pended associated Reinsurance encounters for the past few 
months shows an average of 100 associated Reinsurance encounters pending for 

H405 DOS Cannot Span Contract Year.  Effective with the April Reinsurance Cycle 
the Edit has be set to auto deny.   

 

 F.A.Qs. 
How do we price when: 
 
HP Paid is the contracted rate we have on file but it is greater than the billed 
amount, and both are greater than AHCCCS Allowed Reinsurance will price at the 
lesser of encountered Health Plan Paid or the Contracted Rate. 
 
HP Paid is greater than Billed amount, both are greater than AHCCCS Allowed 
amount, and we have no contract on file Reinsurance will price at the AHCCCS 
Allowed. 


